May 2016

Dear Parents/Carers
Regrettably, there is a national concern related to young people (under the age of 18 years of age) engaging in sending/sharing inappropriate/indecent photographs of themselves or of other children via texts, SnapChat messages, Facebook, Instagram etc. This sadly has been reflected in our own school from Years 7 through to 13.  As a result of this national concern, schools have received advice regarding this safeguarding matter.  This information is shared in an age appropriate manner with students via assemblies and through Personal Development Days. Key elements to be aware of include:

·       The definition of sexting is 'images or videos generated by children under the age of 18 that are of a sexual nature or are considered to be indecent. These images may be shared between children and young people and/or adults via a mobile phone, webcam, handheld device or website'.

· The sharing of sexual videos and pictures of children under the age of 18, even if the child/young person shares an image of themselves, is a criminal offence. Specifically, crimes involving indecent photographs of a person under 18 years of age fall under Section 1 of the Protection of Children Act 1978 and Section 160 Criminal Justice Act 1988.

· Under this legislation it is a crime to take an indecent photograph or allow an indecent photograph to be taken; make an indecent photograph (this includes downloading or opening an image that has been sent via email/text/SnapChat etc.); distribute or show such an image; possess with the intention of distributing images; advertise and possess such images.

· The school has been instructed that if anyone under the age of 18 years old shares/sends an explicit image of themselves, or an explicit image of anyone else under the age of 18, or engages in any of the behaviours listed above, then they are duty-bound to consider consulting with the relevant external agencies ie. Staffordshire Safeguarding Board, Social Services, the Police. The school's default position will be that it will consult with external agencies should there be a significant age difference between the sender and receiver; if there is any sense of coercion, if the image is of a severe or extreme nature; if the situation is not isolated and the image has been more widely distributed; if it was not the first time an individual had been involved in a sexting act or if there was any malicious intent.
Explicit on-line conversations/Accessing pornographic images
We are aware that explicit conversations of a sexual nature are taking place amongst students as young as Year 7 as well as the viewing of pornographic images.  We would encourage all students to be taught by both parents and school about developing healthy, loving relationships.  Accessing such material can give young people an unhealthy image of sexual relationships.
Continued…

Dating Apps e.g. Tinder

Our attention has also been drawn to young people accessing apps such as ‘Tinder’.  Tinder is an online dating app. This app initially was used as a hook-up/casual sex app because it finds potential matches based on their proximity to you. 
It finds your location using GPS, then uses your Facebook information to create a profile.  A Tinder profile is made up of your first name, age, photos and any pages you've 'liked' on Facebook.  We are aware that a number of our students are using this app and would like to share our concerns about strangers finding out key information about our youngsters and how vulnerable this makes them.

As a result of these concerns we continue to educate and support students in school but it is essential that parents engage in conversations with their youngsters on a regular basis also.  I am attaching some links to websites which may support you with this.  Included in this is advice about parental controls for computers and hand held devices.  If you haven’t already explored these avenues I would strongly recommend that you investigate this further.  Controls are extremely advanced nowadays and allow parents to set age and time restrictions and block specific sites etc.
Channel 4 Report about sexting
NSPCC – Advice to parents 

Brief summary leaflet – How to keep your child safe
Setting up Parental Controls
Yours sincerely
Mrs A Cashmore

Assistant Headteacher
 

